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Abstract

The constructive/intuitionistic type theory we have been studying in this course and which is
implemented by the Nuprl proof assistant has many novel features introduced by the Cornell
researchers who designed and implemented the theory, starting in 1980 [3] presented in the 1986
book Implementing Mathematics [6] and continuing for thirty seven years with lively innovative
work in Ithaca and abroad [5]. One of the special features of the implementation is that it
supports distributed computation on its library of definitions, theorems, and tactics.

In this lecture we will continue our discussion of distributed protocols with a brief comparison of
the easy to understand 2/3 consensus protocol [12] and the widely used Paxos protocol invented
by Leslie Lamport [9, 10]. It is not easy to understand and even harder to verify, but it has
been verified in Nuprl using the logic of events in the hands of dedicated experts such as Mark
Bickford, Vincent Rahli, and Robbert van Renesse with help from Dan Arnon [2] when he was
working at the EMC Corporation, now part of Dell. We will only discuss the highlights of this
major effort to illustrate the expressive power of constructive type theory. This research also
provides further evidence that the Church/Turing thesis about computability is applicable only
to limited to a subset of what we now understood to be computable processes.

We will also look at the type of Atoms and how it is used in computer security and distributed
systems. This is a fascinating type not found in other type theories. The type has the character-
istic that it is not enumerable, yet it is not uncountable. There are two fundamental articles on
this topic. One is by Stuart Allen who invented the type and gave a supervaluation semantics
in the article “An Abstract Semantics for Atoms in Nuprl” [1]. Another key article is by Mark
Bickford entitled “Unguessable Atoms: A Logical Foundation for Security” [4] in which Mark
shows how to use atoms in security protocols. We will not examine the applications, but the
type is very interesting in its own right.

1 Distributed Protocols

We have briefly discussed the 2/3 consensus protocol. It is easy to understand and reason about.
We have proven it correct [12]. Industry uses the more complex but more efficient Paxos protocol
[9, 10] for which Lamport won the Turing Award. We have also proved this protocol correct based
on ideas from Van Renesse [13]. We will not have time to go into details of this protocol and its
subtle correctness proof. However, we have a number of interesting and revealing stories about our
efforts and our work with industry on this protocol.
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In addition to examining these two protocols, we will look at the famous Fischer/Lynch/Paterson
[8] result on distributed consensus. This is also called the FLP result, referring to Michael Fischer,
Nancy Lynch, and Michael Paterson. They are all friends of mine. We all started out doing com-
putational complexity research. That was a way to “establish credibility.” Then we branched out
into different aspects of computing theory as can be seen from these diverse references [7, 14, 11].

2 The Atom Type

The type of Atoms is explained by Allen using supervaluation semantics [1]. If you look up this
semantics in Google you will see a lively discussion by philosophers and by Jon Sterling who is
working at CMU with Professor Harper to design and implement a Nuprl-like proof assistant for a
variant of our fully intuitionistic type theory [5].1

This type has the property that it is not finite, yet it is not enumerable. The article by Mark
Bickford is included in supplementary material [1].
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